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Increase in Fraud

Continued Security
Investments

26% of corporates are
planning to spend more
or significantly more on
treasury security
compared to last year.
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Increased Corporate
Confidence

20x more corporates
believe they are in a
better position to deal

SECURITY
CONTROLS STILL
INADEQUATE
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Fraud Management
Responsibilities
Unassigned

Nearly 3x more banks
than corporates have
formally assigned fraud

) (®)  monitoring roles.

Experience

I EEMENEEDE!
40% year-over-year
rise in fraud activity
perpetrated against

the treasury

environment since

Criminal Success
Rates

Today’s criminal enjouys a
10%-30% success rate
for techniques ranging
from check forgery and
ransomware to PCard

* Data excludes “Unsure” responses. ~ ey 0101
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